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Part III   User’s Reference Manual

Chapter 11:  Encrypted vs. Unencrypted Connections
In this chapter, we provide guidance on determining whether your connection 
is encrypted, and ensuring that you open an encrypted connection. 

Chapter 12:  Kerberos Command Descriptions
In this chapter we list the native Kerberos commands, and provide a brief 
description and option list with descriptions adapted from the man pages.  
Programs that Kerberos provides for ticket and password management include 
kinit, klist, kpasswd and kdestroy.

Chapter 13:  Network Programs Available on Kerberized Machines
In this chapter we document the Kerberized features of several network 
programs.
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